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NiFi Authorization

After you have configured NiFi to run securely and with an authentication mechanism, you must configure who has
access to the system, and the level of their access. Y ou can do this using multi-tenant authorization.

Multi-tenant authorization enables multiple groups of users (tenants) to command, control, and observe different parts
of the dataflow, with varying levels of authorization. When an authenticated user attempts to view or modify a NiFi
resource, the system checks whether the user has privileges to perform that action. These privileges are defined by
policies that you can apply system-wide or to individual components.

Authorizer Configuration

An authorizer grants users the privileges to manage users and policies by creating preliminary authorizations at
startup.

Authorizers are configured using two properties in the nifi.propertiesfile:

« Thenifi.authorizer.configuration.file property specifies the configuration file where authorizers are defined. By
default, the authorizers.xml file located in the root installation conf directory is selected.

« The nifi.security.user.authorizer property indicates which of the configured authorizers in the authorizers.xml file
to use.

Authorizersxml Setup

The authorizers.xml fileis used to define and configure available authorizers. The default authorizer isthe
FileAuthorizer, however, you can develop additional authorizers as extensions. The FileAuthorizer has the following
properties:

« Authorizations File - The file where the FileAuthorizer stores policies. By default, the authorizations.xml in the
conf directory is chosen.

* UsersFile - The file where the FileAuthorizer stores users and groups. By default, the users.xml in the conf
directory is chosen.

e Initial Admin Identity - The identity of an initial admin user that is granted access to the Ul and given the ability
to create additional users, groups, and policies. This property is only used when there are no other users, groups,
and policies defined.

» Legacy Authorized Users File - The full path to an existing authorized-users.xml that is automatically converted
to the multi-tenant authorization model. This property is only used when there are no other users, groups, and
policies defined.

* Node Identity - The identity of aNiFi cluster node. When clustered, a property for each node should be defined,
so that every node knows about every other node. If not clustered, these properties can be ignored.

Initial Admin Identity (New NiFi Instance)

If you are setting up a secured NiFi instance for the first time, you must manually designate an "Initial Admin
Identity" in the authorizers.xml file.

Thisinitial admin user is granted access to the Ul and given the ability to create additional users, groups, and policies.
The value of this property could be a DN (when using certificates or LDAP) or a Kerberos principal. If you are the
NiFi administrator, add yourself asthe "Initial Admin Identity".

Here is an example LDAP entry using the name John Smith:

<aut hori zer >
<identifier>file-provider</identifier>
<cl ass>or g. apache. ni fi. aut horizati on. Fi | eAut hori zer </ cl ass>
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<property name="Aut horizations File">./conf/authorizations.xm </
property>
<property nane="Users File">./conf/users.xm </ property>
<property nanme="Initial Admn Identity">cn=John
Sm t h, ou=peopl e, dc=exanpl e, dc=conx/ pr operty>
<property nanme="Legacy Authorized Users File"></property>
<l--
<property name="Node ldentity 1"></property>
<property nane="Node |dentity 2"></property>
-->
</ aut hori zer>
</ aut hori zer s>

Here is an example Kerberos entry using the name John Smith and realm NIFI.APACHE.ORG:

<aut hori zer >

<identifier>file-provider</identifier>

<cl ass>or g. apache. ni fi.aut horization. Fi |l eAut hori zer </ cl ass>

<property nane="Aut hori zations File"> /conf/authorizations.xm </
property>

<property name="Users File">./conf/users.xnm </ property>

<property nanme="Initial Admin Identity">j ohnsm th@\l FI . APACHE. ORG</
property>

<property nane="Legacy Authorized Users File"></property>

<l--

<property name="Node ldentity 1"></property>

<property name="Node ldentity 2"></property>

-->

</ aut hori zer >

</ aut hori zer s>

After you have edited and saved the authorizers.xml file, restart NiFi. The "Initial Admin Identity" user and
administrative policies are added to the users.xml and authorizations.xml files during restart. Once NiFi starts, the
"Initial Admin Identity" user is able to access the Ul and begin managing users, groups, and policies.

Note:

For a brand new secure flow, providing the "Initial Admin Identity" gives that user access to get into the Ul
and to manage users, groups and policies. But if that user wants to start modifying the flow, they need to grant
themselves policies for the root process group. The system is unable to do this automatically becausein a

new flow the UUID of the root process group is not permanent until the flow.xml.gz is generated. If the NiFi
instance is an upgrade from an existing flow.xml.gz or a 1.x instance going from unsecure to secure, then the
"Initial Admin Identity" user is automatically given the privileges to modify the flow.

L egacy Authorized Users (NiFi Instance Upgrade)

If you are upgrading from a 0.x NiFi instance, you can convert your previously configured users and roles to the
multi-tenant authorization model. In the authorizers.xml file, specify the location of your existing authorized-
users.xml filein the "Legacy Authorized Users File" property.

Hereis an example entry:

<aut hori zer s>
<aut hori zer >

<identifier>file-provider</identifier>
<cl ass>or g. apache. ni fi. aut horizati on. Fi | eAut hori zer </ cl ass>
<property nane="Aut horizations File"> /conf/authorizations.xm </

property>
<property name="Users File">./conf/users.xn </ property>
<property nane="Initial Admin Identity"></property>
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<property name="Legacy Authorized Users File">/Users/johnsnith/
config_files/authorized-users.xm </ property>
</ aut hori zer >
</ aut hori zer s>

After you have edited and saved the authorizers.xml file, restart NiFi. Users and roles from the authorized-users.xml
file are converted and added as identities and policiesin the users.xml and authorizations.xml files. Once the
application starts, users who previously had alegacy Administrator role can access the Ul and begin managing users,
groups, and policies.

Hereisasummary of policies assigned to each legacy roleif the NiFi instance has an existing flow.xml.gz:

Admin DFM Monitor Provenance NiFi Proxy
view the Ul * * *
view the controller | * * * *
modify the *
controller
view system * *
diagnostics
view the dataflow | * * *
modify the *
dataflow
view the users/ *
groups

modify theusers/ | *
groups

view policies *

modify policies *

query provenance *

access restricted *
components

view the data * * *

modify the data * *

retrieve site-to-site *
details

send proxy user *
requests

NiFi failsto restart if values exist for both the "Initial Admin Identity" and "Legacy Authorized Users File"
properties. Y ou can specify only one of these values to initialize authorizations.

Do not manually edit the authorizations.xml file. Create authorizations only during initial setup and afterwards using
the NiFi UL.

Cluster Node Identities

If you are running NiFi in a clustered environment, you must specify the identities for each node. The authorization
policies required for the nodes to communicate are created during startup.
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For example, if you are setting up a 2 node cluster with the following DNs for each node:

cn=ni fi-1, ou=peopl e, dc=exanpl e, dc=com
cn=ni fi-2, ou=peopl e, dc=exanpl e, dc=com

<aut hori zer >
<identifier>file-provider</identifier>
<cl ass>or g. apache. ni fi.authorization. Fi |l eAut hori zer </ cl ass>
<property name="Aut hori zations File">./conf/authorizations.xm </

property>
<property nane="Users File">./conf/users.xmn </ property>
<property nanme="Initial Admn Identity"> ohnsm th@\l FI . APACHE. ORG</

property>
<property nanme="Legacy Authorized Users File"></property>
<property nane="Node |dentity

1">cn=ni fi -1, ou=peopl e, dc=exanpl e, dc=conx/ pr operty>
<property nane="Node ldentity

2">cn=ni fi -2, ou=peopl e, dc=exanpl e, dc=conx/ pr operty>

</ aut hori zer>
</ aut hori zer s>

In acluster, all nodes must have the same authorizations.xml. If a node has a different authorizations.xml, it cannot
join the cluster. The only exception isif a node has an empty authorizations.xml. In this scenario, the node inherits the
authorizations.xml from the cluster.

Now that initial authorizations have been created, additional users, groups and authorizations can be created and
managed in the NiFi Ul.

Configuring Users & Access Policies

This section describes:

* How to create users and groups
» How access policies are used to define authorizations
» How to configure access palicies by walking through specific examples

Instructions requiring interaction with the Ul assume the application is being accessed by Userl, a user with
administrator privileges, such asthe "Initial Admin Identity" user or aconverted legacy admin user.

Creating Usersand Groups

From the Ul, select "Users’ from the Global Menu. This opens adialog to create and manage users and groups.
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B x
NiFi Users
@ Displaying 1 of 1
Filter by user w &
.- |
User] Membes of- s 9
<
bt

1 2 Last updated: 11:45:51 EST

Click the Add icon

( ).
To create a user, enter the Identity information relevant to the authentication method chosen to secure your NiFi
instance. Click OK.
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User/Group

© Individual Group

Identity

User?2|

Member of

e

To create agroup, select the "Group" radio button, enter the name of the group and select the usersto be included in
the group. Click OK.
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User/Group

Individual ) Group

Identity
Group_A

Members
Userl
User2

Access Policies

Y ou can manage the ability for users and groups to view or modify NiFi resources using access policies. There are
two types of access policies that can be applied to aresource:

« View- If aview policy is created for aresource, only the users or groups that are added to that policy are able to
see the details of that resource.

» Modify - If aresource has a modify policy, only the users or groups that are added to that policy can change the
configuration of that resource.

Y ou can create and apply access policies on both global and component levels.

Global Access Policies
Global access policies govern the following system level authorizations:
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Policy

Privilege

Global Menu Selection

view the Ul

Allow usersto view the Ul

N/A

access the controller

Allows users to view/modify the controller
including Reporting Tasks, Controller
Services, and Nodes in the Cluster

Controller Settings

guery provenance Allows users to submit a Provenance Search Data Provenance
and request Event Lineage

access restricted components Allows users to create/modify restricted N/A
components assuming otherwise sufficient
permissions

access all policies Allows users to view/modify the policies for Policies
al components

access users/user groups Allows users to view/modify the users and Users
user groups

retrieve site-to-site details Allows other NiFi instances to retrieve Site- N/A
To-Site details

view system diagnostics Allows users to view System Diagnostics Summary

proxy user requests Allows proxy machines to send requests on the | N/A
behalf of others

access counters Allows users to view/modify Counters Counters

Component Level Access Palicies

Component level access policies govern the following component level authorizations:

Policy

Privilege

view the component

Allows users to view component configuration details

modify the component

Allows users to modify component configuration details

submit replays

view the data Allows user to view metadata and content for this component through
provenance data and flowfile queues in outbound connections
modify the data Allows user to empty flowfile queues in outbound connections and

view the policies

component

Allows usersto view thelist of users who can view/modify a

modify the policies

component

Allows users to modify the list of users who can view/modify a

retrieve datavia site-to-site

Allows a port to receive data from NiFi instances

send data via site-to-site

Allows aport to send data from NiFi instances

Y ou can apply access policiesto all component types except connections. Connection authorizations are inferred by
the individual access policies on the source and destination components of the connection, as well as the access policy
of the process group containing the components. Thisis discussed in more detail in the creating a connection and

editing a connection examples below.

10
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Access Policy Inheritance
An administrator does not need to manually create policies for every component in the dataflow. To reduce the

amount of time admins spend on authorization management, policies are inherited from parent resource to child
resource.

For example, if auser is given access to view and modify a process group, that user can also view and modify the
components in the process group. Policy inheritance enables an administrator to assign policies at one time and have
the policies apply throughout the entire dataflow.

Y ou can override an inherited policy (as described in the Moving a Processor example below). Overriding a policy
removes the inherited policy, breaking the chain of inheritance from parent to child, and creates a replacement policy
to add users as desired. Inherited policies and their users can be restored by deleting the replacement policy.

"View the policies' and "modify the policies’ component-level access policies are an exception to thisinherited
behavior. When a user is added to either policy, they are added to the current list of administrators. They do not
override higher level administrators. For this reason, only component specific administrators are displayed for the
"view the policies’ and "modify the policies" access policies.

Y ou cannot modify the users/groups on an inherited policy. Users and groups can only be added or removed from a
parent policy or an override policy.

Access Policy Configuration Examples

The most effective way to understand how to create and apply access policiesisto walk through some common
examples. The following scenarios assume Userl is an administrator and User2 is a newly added user that has only
been given accessto the Ul.

Let's begin with two processors on the canvas as our starting point: GenerateFlowFile and LogAttribute.

ni & B e R ET > O —
0 0/ 0 bytes 0 o 0 0 2 0 2 1000641 EST Q E

¥

MiFi Flow

o 9 - N =

=
1

Mk Fiow

Userl can add components to the dataflow and is able to move, edit and connect all processors. The details and
properties of the root process group and processors are visible to Userl.

11
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HO =070 bytes o0 ] =0 mo a2 o & 10812 EST Q
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32430001561 000-0000-00007 12751
- ®* 0 =
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T

! =] i GenerateFiowfile | O Confgure | Loganribute
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& Copy
W Delete

HiFi Flow

Userl wants to maintain their current privileges to the dataflow and its components.

User2 is unable to add components to the dataflow or move, edit, or connect components. The details and properties
of the root process group and processors are hidden from User2.

fi

4o 2070 bytes oo ] =0 mo ik 2 o S 29 EST Q
@ Mavigats £ Usar?
&y operste B Component Toolbar Inactive

-~ 328340-01 56-1000-0000-0000,
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W DHOC N Bl | RO EODOH- Q00T | F TR P

T P TP T T T P TP T P P TP

e o
Operate Palette Inactive | = 1=

I LIl in 0 {0 brytin) Smin |
Sal History |

Bead #inte O bytes ¢ 0§ byles - Head Write 0 bytes / 0 bytes Sman |
Ol @1 trtea) 10 Upstream connections oul 00 byta) Smin |
l Tusks/Times @ / 00°00 00000 & Downsiream conneciions TashaTime 0/ 0800:00 000 Sman |

40" fedad -e 253-4118-99ae-Babdbb T 2h81 7

M oving a Processor
To allow User2 to move the GenerateFlowFile processor in the dataflow and only that processor, Userl performs the
following steps:

1. Select the GenerateFlowFile processor so that it is highlighted.
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2. Select the Access Policiesicon

&,

( )
from the Operate palette and the Access Policies dialog opens.

3. Select "modify the component” from the policy drop-down.

Override Link

Access Policies ‘,f

E - W“ wigrw the companent w
¢ C— -
E Ul mnodily the companant @
] wiews the data @ [+
1 enodify the data @
¢ @
.| N -
wiew the poliowes @
iy the pelicas [

2% Last updated 10:17:17 EST

‘“'ﬂ-
The "modify the component" policy that currently exists on the processor (child) is the "modify the component"
policy inherited from the root process group (parent) on which Userl has privileges.

4. Select the Override link in the policy inheritance message. When creating the replacement policy, you are given a
choice to override with a copy of the inherited policy or an empty policy.

Owernide Policy

Doy o wiad B0 reiTache with @ copy of the
inharited policy of & emply pokicy?

O copy
Emply

Select the Override button to create a copy.

13
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1. On thereplacement policy that is created, select the Add User icon

( o+ ,
Find or enter User2 in the User Identity field and select OK.

®
Access Policies
E [T SenersteFicuFie enodify the companent " & 8
-
i_:: Useer -]
g Ueerd ]
i
4
£ Last updabed: 10:21:38 EST
[R—

With these changes, User1 maintains the ability to move both processors on the canvas. User2 can now move the
GenerateFlowFile processor but cannot move the LogAttribute processor.

fi

Ho 0/ 0bytes o0 [} >0 mo ik 2 i ] O 10043:24 EST L+ )
© Navigate (] ENENSESEESSNNNNNNNNANNAANNS User2
& Operate el |
<) 31323300-0156-1000-0000-0000 | | = 0 0 byres) . Smin |
e | Mead/Write O bytes ) 0 bytes Smn |
BT 20000 - ) DO D000 T T & Out 000 brtes) B min E
s » @ I: Tashe/Time 0 €D0-00.000 T 1
= W ceLeve
Original position of = |
GenerateFlowFile —» ' 0 (0bytes) smin |
I - feadWrite O byies /0 bybes fmn |
Processor | out 000 bytes) Smin |

| TeskaTime 0/ 0800:00.000 smin |

401 fedad -e293-8118-99ae-Babdbb T 2ba 15

Editing a Processor
In the "Moving a Processor" example above, User2 was added to the "modify the component” policy for
GenerateFlowFile. Without the ability to view the processor properties, User2 is unable to modify the processor's
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configuration. In order to edit a component, a user must be on both the "view the component” and "modify the
component” policies.

To implement this, User1 performs the following steps:

1. Select the GenerateFlowFile processor.
2. Select the Access Policiesicon

Q,

(
from the Operate palette and the Access Policies dialog opens.

3. Sdlect "view the component” from the policy drop-down.

— Fy = — — a—a a—a L= - - .

Access Policies Override Link

Showing effective policy mhserded from Process Group ME| Fiow . Ovemide this policy

€ - GenerateFlowFile wiew The component w ]
 C— o, -
[3 Uerl enodify e component [ 7]
] wheesn the data L]
{ mnodily B dals [ 7]
t L
1]
witw The policies L]
enodily the polices [ 7]
3 Last wpiated 10:48:29 EST
I e

-The view the component" policy that currently exists on the processor (child) is the "view the component” policy

inherited from the root process group (parent) on which Userl has privileges.

4. Select the Override link in the policy inheritance message, keep the default of Copy policy and select the Override

button.
5. Ontheoverride policy that is created, select the Add User icon

, el

Find or enter User2 in the User Identity field and select OK.
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®
Access Policies

. whew the companen w d B
<

& Last wpdabed 10:49:58 EST

With these changes, User1 maintains the ability to view and edit the processors on the canvas. User2 can now view
and edit the GenerateFl owFile processor.

Ho 0/ 0bytes @0 e o >0 mao 2 Lo £ 10:54:56 EST Q
@ Mavigate = . UEE{E
£ Opersie S < “m'ﬁﬁ" & Configure
GenerateFlowFile in 010 ytes) b S Hihary
=) Processor PeadWrite O bytes / 8 bytes © Upstream connections
H12a 04000 561 000-0000-0000T1 TTHTN el /{0 trytes) A Downsiream coseections
Taske/Time 0/ 06 0000000
o ® 0 :'-’“P"
Change color
@ EH / ®owm & Canb in view
mcm ......................................................
o Delee F a i
L
Operate Palette Active ; !
| In 003 bytes) Smin
| Mead/Write 0 bytes | 0 bytes T
| o 0100 bytes) smin |
| Taska/Time 0 00:00:00.000 fmin |

40" fedad -e293-4118-99ae-Babdbb T 2b81 5

Creating a Connection

With the access palicies configured as discussed in the previous two examples, Userl is able to connect
GenerateFlowFile to LogAttribute:
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User2 cannot make the connection:

o £ 11:05:12 EST a

Useri

Ig & Loghmeuie h,

In 000 bytes) o &
FeadWrile 0 Bytes /0 byt & T
ut 0 (0 bytes)

S min
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S
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Ho 2 0F0 bytes
@ Mavigate i
49 Operats 8
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Py pC e S

w000 -1 000 D000-0000 T A TN

o *T R
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Thisis because:

o i GenerateFlowFile

et B0 F o F i

In 0 [0 yhes]
Resd/Waite 0 bytes [ 0 byled
Oul 1 (0 kyies)
Taaka/Time 0 7 00:00-00,000

§ ean
5 i
5 mran

User2 does not have modify access on the process group.

have an access policy on the destination component (LogAttribute).

To allow User2 to connect GenerateFlowFile to LogAttribute, as Userl:

o 2 11:07:11 EST a
User2

[FE

In @ (3 brpten) TeE

| ReadiWite 0 byies | Obybes T—

| om 0 (0 byten) Smn |

| Tasks/Time 0/ 00:00:00.000 smn |

Even though User2 has view and modify access to the source component (GenerateFlowFile), User2 does not

1. Select the root process group. The Operate palette is updated with details for the root process group.
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2. Select the Access Policiesicon

&,

( )
from the Operate palette and the Access Policies dialog opens.

3. Select "modify the component” from the policy drop-down.

Access Policies

E ' ”IF‘?”, whir T COmponent L i @
't witrw The compianent L]
' Mnmq @ -]
4 wievs the data o
! enodily the dats @
Lo
L7
i the polcies [ 7]
madily the policies @
2% Last updated 11:10:09 EST
h
4. Select the Add User icon
( ).

Find or enter User2 and select OK.

o
Access Policies
€
- ' ”Im.m, modify e companent w & 8
.- |
I User! B
P (]
i
& Last wpdabed 11:11:59 EST
r.ﬂl'fl-
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By adding User2 to the "maodify the component” policy on the process group, User2 is added
to the "modify the component” policy on the LogAttribute processor by policy inheritance.
To confirm this, highlight the LogAdttribute processor and select the Access Policiesicon

&,

(
from the Operate palette:

Access Policies

I-"-: l.up'd.irlhl.lﬂ

7R g ey

i e e l&

& Last wpdated 11:14:38 EST

NI P

Showing effective policy inbseraed from Process Growp MF| Flow. Ovemide this policy
modify B compenant

e
Uerd

With these changes, User2 can now connect the GenerateFlowlile processor to the LogAttribute processor.
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Editing a Connection

Assume Userl or User2 adds a ReplaceText processor to the root process group:

iEo 00 bytes @0 &0 0 mz & o £ 11:34:53 EST a
@ Havigate =
| W GenerateFlowFile
Q Gperate = e GeeneraleFlomFile
MiFi Flow In 040 bytes) 5 man
Process Gmoun Read Write i byies /0 bytes 5 min
A0 Teded-6793-41 18- 5 Babdbb TZHENR Cut 8 {0 bytes) & min
TashaTime 0 7 0 G 00 000 & min
o q [ - S sttt ~
Harm sucdess
w L1l b!_'kll_ .
| : B Logaitribute
Lihiiribane
|k ReplaceText In 0 (0 bytes 5 wan
_ Rplaca Tent Read Wrile D byses / O bytes 5 min
In [0 Eeptaa) & s Ot 0 (0 byt i =en
FnsdWrine O bytan /0 Bytes £ i TaikaTene 0 ) 00000 000 5 i
Ot 9 [0 Eeybe) S mim
ToikwTima 07 000000 000 & mn

Userl can select and change the existing connection (between GenerateFlowFile to LogAttribute) to now connect
GenerateFlowFile to ReplaceText:
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o 5040 bytes 20 ] 0 w2 il | L] & 10:44:56 EST a
!
© Havigute ® User1
| W GenerateFlowFile
d.:' Cpeale =] L GaenerateFlomFile
Buccens In 00 bytes) &
Connectan Read/Write 0 bytes /D byses &
SBCBWT B0 BE- V0001351 29od Twal 3T Cut 00 bytes) 5 min
Tasika/Time 0 /0000000 000 5 mn
o FE | —————
W ceuere
Mams tescans
Queed 0 (2 byies) .
/ [S] ™ Logamibue
b L Aitribine
: i ReplecoTest Im 0 (0 bylesf 5 min
Feplace Tant h FeeadWmie 0 bytes [ & byies 1 rman
In [0 Eybed) 5 s thal LL= § ran
FesdWeine O bytes /0 5 min TushaTene O F S000000. 000 & rean
Ot 00 bytex) & min
ToikisTima 07 005500 650 £ s
MiFi Flow

User 2 isunable to perform this action.

oo B 0/0bytes 20 =0 E0 | F1 | o 2 11:47:08 EST Q
@ Mavigate [e3) Uﬁ!’ﬂ
45 operate 8| <) = w}l:ﬂ. |
A0 feclad-o293-41 18- an-Babd in 040 bytea) smn |
P pacl s Ao Rl Write 0 beyptes | O bytes fmin |
A e @ P04 ) B0 Batabh FIBR10 el LLLL L
Taaka/Time 070 0080 000 & rren
[ > E ;-3 ————

i -lu"
| |- [ ]
| L=

i @ ik E i In {0 byt & rmin :
{ 1 | Mead/Write 0 byses / 0 byles T
ilﬂ 09 i) B | Iﬂul 0 (D itries) Smin |
| Pead/Write 0 byles |/ & bryies Smin | | TushaTime 0 00:0000.000 Srmin |
| ow 00 bryies) Smn | '

Taska/Time 0/ S3:00-00.008 Smin

40" fedad -e 253-4118-99ae-Babdbb T 2h81 7

To allow User2 to connect GenerateFlowFile to ReplaceText, as Userl:

1. Select the root process group. The Operate palette is updated with details for the root process group.
2. Select the Access Policiesicon

&,

( ).
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3. Select "view the component" from the policy drop-down.

Access Policies

E ‘ MIF‘?Rl it the compoanent w & B

c o
{ ° e

1 o
] @
L]
L]
wievs the policies [+]
mmadily e policnes 1)

¥ Last updabed 11:49:44 EST

I o

4. Select the Add User icon

( &+ N
Find or enter User2 and select OK.

E
Access Policies
S & rn e I
-
l har -]
ap el =
1

¥ Last updated 11:51:08 EST

NPy P

Being added to both the view and modify policies for the process group, User2 can now connect the
GenerateFl owFile processor to the ReplaceText processor.
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Ho I 0/ 0 bytes @80 2o >0 mz f Lo £ 11:52:08 EST a
/
@ Havigaie 11] User2
= | W GeneraloFlow e
£ opersts a8 L~ Copnvirat o b 8
FUOEEEE L] (D bytees) 5 min
AR Faglrite 0 bepte | 0 brytes & man
ERCERITE-0NSE - §OE 1D 1 Fod Mealdr? Ol 040 bytea) & man
Taaka/Time 0/ 00 0000000 % men
[ ' >R
W v
S MHam# wmatisss |
Cuserd 010 b |
u B LogAttribute |
_— LogAlinbute |
ik ReplaceTest In 08 bryles} g |
AepleceTen ﬁ' PeadWrite O bybes | 3 beyies Smin |
In 000 beptes) & rren Qut Ll Sman |
Pesd/Write 0 byses / 0 e Tuska/Time 0 / 00:08 00,658 T
Ol 000 b ) 5 min
TashuTime 0/ 000000008 Smin
HiF§ Flow
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