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1. Security Introduction

Security is essential for organizations that store and process sensitive data in the Hadoop
ecosystem. Many organizations must adhere to strict corporate security polices.

Hadoop is a distributed framework used for data storage and large-scale processing on
clusters using commaodity servers. Adding security to Hadoop is challenging because all
the interactions do not follow the classic client-server pattern. In Hadoop the file system is
partitioned and distributed, requiring authorization checks at multiple points; a submitted
job is executed at a later time on nodes different than the node on which the client
authenticated and submitted the job; secondary services such as a workflow system access
Hadoop on behalf of users; and the system scales to thousands of servers and tens of
thousands of concurrent tasks.

A Hadoop-powered "Data Lake" can provide a robust foundation for a new generation
of Big Data analytics and insight, but can also increase the number of access points to an
organization's data. As diverse types of enterprise data are pulled together into a central
repository, the inherent security risks must be understood and addressed.

Hortonworks understands the importance of security and governance for every business.
To ensure effective protection for our customers, we use a holistic approach based on five
core security features:

* Administration

» Authentication and perimeter security
* Authorization

o Audit

» Data protection

This chapter provides an overview of the security features implemented in the Hortonworks
Data Platform (HDP). Subsequent chapters in this guide provide more details on each of
these security features.

1.1. Understanding Data Lake Security

The general consensus in nearly every industry is that data is an essential new driver of
competitive advantage. Hadoop plays a critical role in the modern data architecture by
providing low-cost, large-scale data storage and processing. The successful Hadoop journey
typically starts with data architecture optimization or new advanced analytic applications,
which leads to the formation of a Data Lake. As new and existing types of data from
sources such as machine sensors, server logs, clickstream data, and other sources flow into
the Data Lake, it serves as a central repository based on shared Hadoop services that power
deep organizational insights across a broad and diverse set of data.

The need to protect the Data Lake with comprehensive security is clear. As large and
growing volumes of diverse data are channeled into the Data Lake, it will store vital
and often highly sensitive business data. However, the external ecosystem of data and
operational systems feeding the Data Lake is highly dynamic and can introduce new
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security threats on a regular basis. Users across multiple business units can access the Data
Lake freely and refine, explore, and enrich its data at will, using methods of their own
choosing, further increasing the risk of a breach. Any breach of this enterprise-wide data
can be catastrophic: privacy violations, regulatory infractions, or the compromise of vital
corporate intelligence. To prevent damage to the company'’s business, customers, finances,
and reputation, IT leaders must ensure that their Data Lake meets the same high standards
of security as any legacy data environment.

Only as Secure as the Weakest Link

Piecemeal protections are no more effective for a Data Lake than they would be in a
traditional repository. Hortonworks firmly believes that effective Hadoop security depends
on a holistic approach. Our framework for comprehensive security revolves around five
pillars of security: administration, authentication/ perimeter security, authorization, audit,
and data protection.

Administration How can | set policy across the entire cluster?
Central management & consistent security

Authentication/ Perimeter Security Who am |f prove it?
Authenticate users and systems

Authorization What can | do?
Provision access to data

Audit What did | do?
Maintain a record of data access

Data Protection How can | encrypt data at rest and over the wire?
Protect data at rest and in maotion

Requirements for Enterrprise-Grade Security

Security administrators must address questions and provide enterprise-grade coverage
across each of these areas as they design the infrastructure to secure data in Hadoop. If
any of these pillars is vulnerable, it will become a risk vector built into the very fabric of the
company's Big Data environment. In this light, your Hadoop security strategy must address
all five pillars, with a consistent implementation approach to ensure their effectiveness.

Needless to say, you can’t achieve comprehensive protection across the Hadoop stack by
using a hodgepodge of point solutions. Security must be an integral part of the platform
on which your Data Lake is built. This bottom-up approach makes it possible to enforce
and manage security across the stack through a central point of administration, thereby
preventubg gaps and inconsistencies. This approach is especially important for Hadoop
implementations where new applications or data engines are always on the horizon in the
form of new Open Source projects — a dynamic scenario that can quickly exacerbate any
vulnerability.

Hortonworks helps customers maintain the high levels of protection for enterprise data
by building centralized security administration and management into the infrastructure
of the Hortonworks Data Platform. HDP provides an enterprise-ready data platform with
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rich capabilities spanning security, governance, and operations. HDP includes powerful
data security functionality that works across component technologies and integrates with
preexisting EDW, RDBMS and MPP systems. By implementing security at the platform level,
Hortonworks ensures that security is consistently administered to all of the applications
across the stack, and simplifies the process of adding or remoning Hadoop applications.

Hortonworks Data Platform .

GOVERNANCE & DATA ACCESS SECURITY OPERATIONS
INTEGRATION

Data Workflow, Batch =ript L NesQL | Stream  Search | Others Authentication Provision,
L|lﬂ'ﬂﬂ|tl Map Pif Hinvef Tez HBase SLGF Calr In-lulemn-q' Aartharization Miﬁlle &
Governance Reduce HCatalog  Accumubo Anahytics Accounting Manitor

ISV Engines Data Protection

Ambari
YARN : Data Operating System Lngkaeper
HDFS Scheduling
(Hadoop Distributed File System)
Doz

DATA MANAGEMENT

The Hortonworks Data Platform

1.2. HDP Security Features

HDP uses Apache Ranger to provide centralized security administration and managemtent.
The Ranger Administration Portal is the central interface for security administration.

Users can create and update policies, which are then stored in a policy database. Ranger
plugins (light-weight Java programs) are embedded within the processes of each cluster
component. For example, the Ranger plugin for Apache Hive is embedded within
Hiveserver2.

+ N

Hanger [ "I.“ i
Plugin

[I-hhmconmnmu

RAanger
Plugin JILRLC. W

w
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Apache Ranger Architecture

These plugins pull policies from a central server and store them locally in a file. When a user
request comes through the component, these plugins intercept the request and evaluate

it against the security policy. Plugins also collect data from the user request and follow a
separate thread to send this data back to the audit server.

1.2.1. Administration

In order to deliver consistent security administration and management, Hadoop
administrators require a centralized user interface that can be used to define, administer
and manage security policies consistently across all of the Hadoop stack components.

Centralized Security Administration w/ Ranger

Authentication/ Authorization Audit Data Protection
Perimeter Security
: ::r;;i;.: ?r * Fine grain « Centralized " .:-1229 .
» access control audit VP
security with with Apache reporting w/ Hadoop
Apache Knox Eo e‘i A" . 9 . HDFS
g b Encryption w/
Ranger

Ranger KMS

Ranger Centralized Security Administration

The Apache Ranger administration console provides a central point of administration for
the other four pillars of Hadoop security.

REAGHT Tinenidoge ol § beiiing
=e="""
Lerr Wamagrr
I HOFS +* 5 HBadt +* = HvE +
-] - -]
I TARY +* [ L] + = AToaN +
- | - -]
I HHA +* L EAFREY +*
-]

Ranger Admin Console

1.2.2. Authentication and Perimeter Security

Establishing user identity with strong authentication is the basis for secure access in
Hadoop. Users need to reliably identify themselves and then have that identity propagated
throughout the Hadoop cluster to access cluster resources. Hortonworks uses Kerberos for
authentication. Kerberos is an industry standard used to authenticate users and resources
within a Hadoop cluster. HDP also includes Ambari, which simplifies Kerberos setup,
configuration, and maintenance.

Apache Knox Gateway is used to ensure perimeter security for Hortonworks customers.
With Knox, enterprises can confidently extend the Hadoop REST API to new users without
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Kerberos complexities, while also maintaining compliance with enterprise security policies.
Knox provides a central gateway for Hadoop REST APIs that have varying degrees of
authorization, authentication, SSL, and SSO capabilities to enable a single access point for

Hadoop.
Single, simple point of "’"""‘:i'::';'i',‘, p-;ll;tlnn
SRS identity maintenance
* Kerberos Encapsulation * Eliminates SSH “edge node” * 880 Integration —
+ Single Hadoop access point « Central AP| management Siteminder and OAM®
+ REST API hierarchy + Central audit control * LDAP & AD integration
= Consolidated AP calls = Service level Authorization

* Multi-cluster support

Apache Knox Features

1.2.3. Authorization

Ranger manages fine-grained access control through a rich user interface that ensures
consistent policy administration across Hadoop data access components. Security
administrators have the flexibility to define security policies for a database, table and
column, or a file, and can administer permissions for specific LDAP-based groups or
individual users. Rules based on dynamic conditions such as time or geolocation, can also be
added to an existing policy rule. The Ranger authorization model is highly pluggable and
can be easily extended to any data source using a service-based definition.

Administrators can use Ranger to define a centralized security policy for the following
Hadoop components:

* HDFS
* YARN

¢ Hive

HBase

Storm

¢ Knox

Solr

Kafka

Ranger works with standard authorization APIs in each Hadoop component, and is able to
enforce centrally administered policies for any method used to access the data lake.
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Policy Details :
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Ranger Security Policy Definitions

Ranger provides administrators with deep visibility into the security administration process
that is required for auditing purposes. The combination of Ranger’s rich user interface with
deep audit visibility makes it highly intuitive to use, enhancing productivity for security
administrators.

Ra nger UAooess Manage: Y ohusdit O Settings
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Ranger Security Policy Overview

1.2.4. Audit

As customers deploy Hadoop into corporate data and processing environments, metadata
and data governance must be vital parts of any enterprise-ready data lake. For these
reasons, Hortonworks established the Data Governance Initiative (DGI) with Aetna, Merck,
Target, and SAS to introduce a common approach to Hadoop data governance into the
open source community. This initiative has since evolved into a new open source project
called Apache Atlas. Apache Atlas is a set of core foundational governance services that
enables enterprises to effectively and efficiently meet their compliance requirements within
Hadoop, and also allows integration with the complete enterprise data ecosystem. These
services include:

* Search and Lineage for datasets

» Metadata-driven data access control

* Indexed and searchable centralized auditing operational events
* Data lifecycle management - ingestion to disposition

» Metadata interchange with other tools

Ranger also provides a centralized framework for collecting access audit history and easily
reporting this data, including the ability to filter data based on various parameters. HDP
enhances audit information that is captured within various components within Hadoop,
and provides insights through this centralized reporting capability.

1.2.5. Data Protection

Data protection adds a robust layer of security by making data unreadable in transit over
the network or at rest on a disk. HDP fully satisfies enterprise requirements for security
and compliance by using transparent data encryption (TDE) to encrypt data for HDFS
files, along with a Ranger-embedded open source Hadoop key management store (KMS).
Ranger provides security administrators with the ability to manage keys and authorization
policies for KMS. Hortonworks is also working extensively with its encryption partners

to integrate HDFS encryption with enterprise-grade key management frameworks.

With Hortonworks, our customers have the flexibility to leverage an open source key
management store (KMS), or use enterprise-wide KMS solutions provided by the partner
ecosystem.

Encryption in HDFS, combined with KMS access policies maintained by Ranger, prevents
rogue Linux or Hadoop administrators from accessing data, and supports segregation of
duties for both data access and encryption.
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2. Opening and Closing the Console

To open the Ranger Console, log in to the Ranger portal at htt p: //
<your _ranger_server _addr ess>: 6080. To log in, enter your username and
password, then click Sign In.

Ranger

& Usermame
2 aird.

Sign In

Ranger Console Home Page

Ranger ChAcessMesge Ol 0 Seting
T

Sarvice Manager

= HDFS + 1, HBASE + = HIVE +
N - | el - | o
e - | el - |

B YRAN + P HNOX + P STORM +
+ @ |

B SOLR + [ KAFKA

Ranger Login Console

Once you log in, your user name is also displayed on the Ranger Console home page.
Ranger Uacmieage 0OAxit 0 hetig &y smin

ETTTe
Service Masager

To log out of the Ranger Console, click your user name in the top menu, then select Log

Out.
Ranger Cacebssge 0Asit 0 Seting & samin
e *
PRE— BT
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3. Console Operations Summary

The Ranger console controls four types of functions:

¢ Service Manager - (dispayed when you log in). You can use the Service Manager page to
create and administer resource-based services and policies.
Ranger Caocesusage ©Ofx o Setng B smen.
e

Servica Mansger

[= HDFS +  [=HBASE + [ HIVE +
- | l - | [+ ]
i - | gl * |
= YARN + [ KNOX + = STORM +
[#] |
£= SOLR + [ KAFKA

= [

The Access Manager menu includes the Resource Based Policies and Reports menu
options.

Ranger UAccessManager_ [ Audit & Settings

m B FRewource Bated Policies

& R
Service Mani _ apors

¢ Access Manager > Resource Based Policies - opens the Service Manager page for
resource-based policies. You can use the Service Manager page to create and administer
resource-based services and policies.

Ral"lger U Access Manager.' [ Audit 2 Settings

m B Resource Based Policies

a R
Service Mani _ e

* The Audit tab - monitors user activity at the resource level, and conditional auditing
based on users, groups, or time. The Audit page includes the Access, Admin, Login
Sessions, and Plugins tabs.

Ranger UAccessManager [ Audit & Settings

Agcess Admin Lagin Sessions Plugires

* The Settings tab - manages users and groups, and assigns policy permissions to users and
groups. The dropdown menu includes the Users/Groups and Permissions menu options.
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Hanger UAccess Manager  [Y Audit @ Settings +

Ussraitroups & UsersiGroups
M Permissions
Users Groups

10
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4. Configuring Services

The Ranger Access Manager is open by default in the Ranger Console. To return to
the Access Manager from any tab in the Ranger Console, go to the top left corner
of the console and click Ranger, Access Manager, Service Manager, or Access
Manager>Resource Based Policies.

3 Note

The Ambari Ranger installation procedure automatically configures these
services, so there should be no need to a add a service manually.

U Aceess Manager
[ I ewcurs e Pl _ |

B Resource Bated Polickes

& Repons

* To add a new service to Resource Based Policies, click the

+

icon in the applicable box on the Service Manager page.
Enter the required configuration settings, then click Add

=

* To edit a service, click
.
to the right of the entry for that service. Resource Based Policies displays an expanded

view of that service, including a list of the policies it contains, their status, and the groups
designated to administer those policies.

¢ To delete a service from Resource Based Policies, click

to the right of the entry for that service. Deleting a service also deletes all the policies
within that service.

11
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Ranger ChcsaMage [hsit 0 Seting iy aterin,
ETTTe
Service Manager
= MDFS + [ HBASE + = HIVE +
| - e - |
g " | o
B YARN + [ KNOX + [ STORM +
- | Jorm e
B SOLR + [ HAFHA + M——Add Service
- - @ 4— Delete Service
k___—Edit Service

Ranger Service Manager Console

This section describes how to configure services in:
¢ Configure an HBase Service [12]

¢ Configure an HDFS Service [14]

¢ Configure a Hive Service [17]

¢ Configure a Kafka Service [18]

¢ Configure a Knox Service [20]

¢ Configure a Solr Service [22]

¢ Configure a Storm Service [24]

¢ Configure a YARN Service [26]

4.1. Configure an HBase Service

Use the following steps to add a service to HBase:

1. On the Service Manager page, click the

+

icon next to HBase.

The Create Service page appears.

12
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Ranger UAccess Manager [ Audit

Create Service
Service Detalls :

Service Mame *
Descriptian
Ative STatus

Config Froperties :
Username ¥
Passward *

hadoop,security.authentication *

hibvase master. kerberos. principal

hbage security authentication *

hbase pookeeper.property.clientPert *

hirase.zookeeper.quanum *

mokeeper.onode. parent *

Commaon Namae for Certificate

Add New Configurations

Test Connedtion

& Settings

1 Enabled

Simple

Simple

2181

fhbase

Disabled

Mame Value

2. Enter the following information on the Create Service page:

Table 4.1. Service Details

Field name

Description

Service Name

The name of the service; required when configuring
agents.

Description

A description of the service.

Active Status

Enabled or Disabled.

13
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Table 4.2. Config Properties

Field name Description

Username The end system username that can be used for
connection.

Password The password for the username entered above.

hadoop.security.authorization

The complete connection URL, including port and
database name. (Default port: 10000.) For example, on
the sandbox, jdbc:hive2://sandbox:10000/.

hbase.master.kerberos.principal

The Kerberos principal for the HBase Master. (Required
only if Kerberos authenticaiton is enabled.)

hbase.security.authentication

As noted in the hadoop configuration file hbase-site.xml.

hbase.zookeeper.property.clientPort

As noted in the hadoop configuration file hbase-site.xml.

hbase.zookeeper.quorum

As noted in the hadoop configuration file hbase-site.xml.

zookeeper.znode.parent

As noted in the hadoop configuration file hbase-site.xml.

Common Name for Certificate

The name of the certificate.

This field is interchangeably named Common Name For
Certificate and Ranger Plugin SSL CName in Create
Service pages.

Add New Configurations

Add any other new configuration(s).

3. Click Test Connection.

Test Connection

4. Click Add.

4.2. Configure an HDFS Service

Use the following stetps to add a service to HDFS:

1. On the Service Manager page, click the

+

icon next to HDFS.

The Create Service page appears.
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Ranger Uaccess Manager [ Audit

Create Service

Service Detalls :

Service Mame *

Description

Adtive STatus

Config Properties :

Lsername *

Password *

Hamenode LURL *

Autharization Enabled
Authentication Type *
hadoopsecurity.auth_to_lacal
dfs datanode kerberos principal
dfs.namencde. kerberos.principal
dfs.secondany.namencds. kerberos.principal
RPC Protection Type

Commen Name for Certificate

Add New Configurations

Test Connedtion

& Settings

0 Enabled Disabled

Mo :

Simple

Authentication

MName Walue

2. Enter the following information on the Create Service page:

Table 4.3. Service Details

Field name

Description

Service Name

The name of the service; required when configuring

agents.
Description A description of the service.
Active Status Enabled or Disabled.
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Table 4.4. Config Properties

Field name Description

Username The end system username that can be used for
connection.

Password The password for the username entered above.

Namenode URL

hdfs://NAMENODE_FQDN:8020

The location of the Hadoop HDFS service, as noted in the
hadoop configuration file core-site.xml OR (if this is a HA
environment) the path for the primary NameNode.

This field was formerly named fs.defaultFs.

Authorization Enabled

Authorization involves restricting access to resources. If
enabled, user need authorization credentials.

Authentication Type

The type of authorization in use, as noted in the hadoop
configuration file core-site.xml; either si npl e or
Ker ber os. (Required only if authorization is enabled).

This field was formerly named
hadoop.security.authorization.

hadoop.security.auth_to_local

Maps the login credential to a username with Hadoop;
use the value noted in the hadoop configuration file,
core-site.xml.

dfs.datanode.kerberos.principal

The principal associated with the datanode where the
service resides, as noted in the hadoop configuration file
hdfs-site.xml. (Required only if Kerberos authenticaiton is
enabled).

dfs.namenode.kerberos.principal

The principal associated with the NameNode where the
service resides, as noted in the hadoop configuration file
hdfs-site.xml. (Required only if Kerberos authentication is
enabled).

dfs.secondary.namenode.kerberos.principal

The principal associated with the secondary NameNode
where the service resides, as noted in the hadoop
configuration file hdfs-site.xml. (Required only if
Kerberos authentication is enabled).

RPC Protection Type

Only authorised user can view, use, and contribute to
a dataset. A list of protection values for secured SASL
connections. Values: Authentication, Integrity, Privacy

Common Name For Certificate

The name of the certificate.

This field is interchangeably named Common Name For
Certificate and Ranger Plugin SSL CName in Create
Service pages.

Add New Configurations

Add any other new configuration(s).

3. Click Test Connection.

Test Connection

4. Click Add.
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4.3. Configure a Hive Service

Use the following steps to add a service to Hive:

1. On the Service Manager page, click the

+

next to Hive.

The Create Service page appears.

Ranger UaccessManager [1Audlt & Settings

Service Manager > Creats Service

Create Service

Service Detalls :

Service Name *

Descripton

Active Status i) Enabled Drsalbled

Config Properties :

Lisername ¥

Pageward *
jdbc.driverClassMame * org.apache.hive jdbc, Hive Driver

jdbourl *

Commen Name for Cortificate

Add New Configurations LR Value

Test Connedtion

me

2. Enter the following information on the Create Service page:

Table 4.5. Service Details

Field name Description

Service Name The name of the service; required when configuring
agents.

Description A description of the service.

Active Status Enabled or Disabled.
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Table 4.6. Config Properties

Field name Description

Username The end system username that can be used for
connection.

Password The password for the username entered above.

jdbc.driver ClassName

The full classname of the driver used for Hive
connections. Default: org.apache.hive.jdbc.HiveDriver

jdbc.url

The complete connection URL, including port and
database name. (Default port: 10000.) For example, on
the sandbox, jdbc:hive2://sandbox:10000/.

Common Name For Certificate

The name of the certificate.

This field is interchangeably named Common Name For
Certificate and Ranger Plugin SSL CName in Create
Service pages.

Add New Configurations

Add any other new configuration(s).

3. Click Test Connection.

Test Connection

4. Click Add.

4.4. Configure a Kafka Service

Use the following steps to add a service to Kafka:

1. On the Service Manager page, click the

+

next to Kafka.

The Create Service page appears.
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Ranger UAccessmanager [ Audit  © Settings

Service Manager Create Service

Create Service

Service Details :

Servece Name ¥

Description

Active Status (@) Enabled Disablad

Config Properties :

Username
Pagsword *

Zookeeper Connect String * lecalhost 2181
Ranger Mugin S5L CHame

Add Mew Configurations Hame Valua

Test Connection

I:-l‘nr"

2. Enter the following information on the Create Service page:

Table 4.7. Service Details

Field name Description

Service Name The name of the service; required when configuring
agents.

Description A description of the service.

Active Status Enabled or Disabled.

Table 4.8. Config Properties

Field name Description

Username The end system username that can be used for
connection.

Password The password for the username entered above.

ZooKeeper Connect String Defaults to localhost:2181 (Provide FQDN of zookeeper
host : 2181).

Ranger Plugin SSL CName Provide common.name.for.certificate which is registered
with Ranger (in Wire Encryption environment).
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Field name

Description

This field is interchangeably named Common Name For
Certificate and Ranger Plugin SSL CName in Create
Service pages.

Add New Configurations

Add any other new configuration(s).

3. Click Test Connection.

Test Connection

4. Click Add.

4.5. Configure a Knox Service

Use the following steps to add a service to Knox:

1. On the Service Manager page, click the

+

next to Knox.

The Create Service page appears.
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Ranger Uacessmanager [ Audt  © Sertings

Servios Manager Create Senvice

Create Service

Service Details :

Service Name ¥

Description

Active States (@) Enabled

Config Properties :

Usernama *

Password *

krnigcur] *

Common Name for Certificate

Add New Configurations

Test Connection

Disabled

Mama Walus

2. Enter the following information on the Create Service page:

Table 4.9. Service Details

Field name

Description

Service Name

The name of the service; required when configuring
agents.

Description

A description of the service.

Active Status

Enabled or Disabled.

Table 4.10. Config Properties

Field name Description

Username The end system username that can be used for
connection.

Password The password for the username entered above.

knox.url The Gateway URL for Knox.

Common Name For Certificate The name of the certificate.
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Field name Description

This field is interchangeably named Common Name For
Certificate and Ranger Plugin SSL CName in Create
Service pages.

Add New Configurations Add any other new configuration(s).

3. Click Test Connection.

Test Connection

4. Click Add.

4.6. Configure a Solr Service

Use the following steps to add a service to Solr:

1. On the Service Manager page, click the

+

next to Solr.

The Create Service page appears.
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Ranger Uacessmanager [ Audit o Sectings

Create Service

Service Details :

Service Marne *

Description

Actiee Status ) Enabled Disabled

Config Properties :

Username *

Pasgward *

Solr URL *

Ranger Plugin 551 CNamea

Add New l:n:-nﬂgural:-c-ns Mame Value

Tast Connection

m .

2. Enter the following information on the Create Service page:

Table 4.11. Service Details

Field name Description

Service Name The name of the service; required when configuring
agents.

Description A description of the service.

Active Status Enabled or Disabled.

Table 4.12. Config Properties

Field name Description

Username The end system username that can be used for
connection.

Password The password for the username entered above.

Solr URL http://Sol r _host :6083

Ranger Plugin SSL CName Provide common.name.for.certificate which is registered
with Ranger (in Wire Encryption environment).
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Field name

Description

This field is interchangeably named Common Name For
Certificate and Ranger Plugin SSL CName in Create
Service pages.

Add New Configurations

Add any other new configuration(s).

3. Click Test Connection.

Test Connection

4. Click Add.

4.7. Configure a Storm Service

Use the following steps to add a service to Storm:

1. On the Service Manager page, click the

+

next to Storm.

The Create Service page appears.
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Ranger UAccess Manager [ Audit

Senvcs Manager

l:riate Service

Service Details @

Service Narme *

Description

Activve Status

Config Properties :

Ugernarme *

Password *

Mimbus URL *

Cammon Name for Cemificate

Add Mew Configurations

Test Connection

# Settngs

D Enabled

Disabled

M ame Valus

2. Enter the following information on the Create Service page:

Table 4.13. Service Details

Field name

Description

Service Name

The name of the service; required when configuring
agents.

Description

A description of the service.

Active Status

Enabled or Disabled.

Table 4.14. Config Properties

Field name Description

Username The end system username that can be used for
connection.

Password The password for the username entered above.

Nimbus URL Hostname of nimbus format, in the form:

http://i paddr ess:8080.

This field was formerly named nimbus.url.

Common Name For Certificate

The name of the certificate.
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Field name

Description

This field is interchangeably named Common Name For
Certificate and Ranger Plugin SSL CName in Create
Service pages.

Add New Configurations

Add any other new configuration(s).

3. Click Test Connection.

Test Connection

4. Click Add.

4.8. Configure a YARN Service

Use the following steps to add a service to YARN:

1. On the Service Manager page, click the

+

next to YARN.

The Create Service page appears.
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Ranger UAccess Manager [ Audit & Settings

Create Service

Service Details :

Service Nameg *

Deseription

Acthee Status D Enabled Digabled

Config Properties :

Username *

Pagsward *

YAAM REST UAL *
Authentication Type Simple

Common Mame for Certificate

Add Mew Configurations Mame YValue

Test Connection

2. Enter the following information on the Create Service page:

Table 4.15. Service Details

Field name Description

Service Name The name of the service; required when configuring
agents.

Description A description of the service.

Active Status Enabled or Disabled.

Table 4.16. Config Properties

Field name Description

Username The end system username that can be used for
connection.

Password The password for the username entered above.

YARN REST URL Http or https://RESOURCEMANAGER FQDN:8088.

Authentication Type The type of authorization in use, as noted in the hadoop
configuration file core-site.xml; either si npl e or
Ker ber os. (Required only if authorization is enabled).
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Field name Description
This field was formerly named
hadoop.security.authorization.

Common Name For Certificate The name of the certificate.

This field is interchangeably named Common Name For
Certificate and Ranger Plugin SSL CName in Create
Service pages.

Add New Configurations Add any other new configuration(s).

3. Click Test Connection.

Test Connection

4. Click Add.
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5. Policy Manager

To examine the policies associated with each service,
go to the service where the service resides and click

(I 4
The Ranger Service Manager view appears and an expanded view of that service displays,
with the policies listed beneath. The policy view includes a search window.

* To add a new policy to the service, click Add New Policy

Add New Pol
(E— )

The form looks slightly different, depending on the type of service to which you are
adding the policy.

* To edit a policy, click
[y

to the right of the entry for that service. Resource Based Policies displays an expanded
view of that policy.

¢ To delete a policy, click

B the

Delete icon to the right of the entry for that service.

Ranger UhccessManager [ Audit  © Settings & sdmin
Add new policy

v

Pallcy 10 Policy Name Statuy Muadit LogEing aroups Users Pectign

Delete
b0l _TEST knoo 120 60203153206 | Emabided | | Enaided | r 4
: — policy

Edit policy

This section describes the requirements for policy creation in
¢ Create an HBase Policy [30]

¢ Create an HDFS Policy [33]

¢ Create a Hive Policy [35]

¢ Create a Kafka Policy [38]

¢ Create a Knox Policy [39]

¢ Create a Solr Policy [41]

¢ Create a Storm Policy [43]

¢ Create a YARN Policy [45]
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5.1. Create an HBase Policy

To add a new policy to an existing HBase service:

1. On the Service Manager page, select an existing service under HBase.

= HBASE +
hbase-teﬁ rg
cbd401_TEST hbase @ | o

The List of Policies page appears.
Ranger Uaccessmanager [ Audit & Settings o4 admin

Exarmple-Service Policies

List of Policies : Example-Service

Q, Search for your palicy.. Add New Policy

Policy ID Policy Name Status Audit Logging Groups Users Action

13 Exampie-Serviee-1-20150211205602 ==  Enaliled | [ admin | rlll = |

2. Click Add New Policy.

Add MNew Policy

The Create Policy console appears.
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Raﬂﬂgr DAccess Manager [ Audit  © Settings
Servcs Manage > Fowse e Poices o Crst Py §

Create Nll{’i

Policy Details ;

AAAR

User and Group Permitsions :

Select Group Select User

D o

3. Complete the Create Policy page as follows:

Table 5.1. Policy Details

Delegate

Peamulsaksng
Ademin

Label Description

Policy Name Enter an appropriate policy name. This name cannot be
duplicated across the system. This field is mandatory.

HBase Table Select the appropriate database. Multiple databases
can be selected for a particular policy. This field is
mandatory.

HBase Column-family For the selected table, specify the column families to
which the policy applies.

HBase Column For the selected table and column families, specify the
columns to which the policy applies.

Description (Optional) Describe the purpose of the policy.

Audit Logging Specify whether this policy is audited. (De-select to
disable auditing).

Table 5.2. User and Group Permissions

Label Description

Select Group Specify the group to which this policy applies. To
designate the group as an Administrator for the chosen
resource, specify Admin permissions. (Administrators can
create child policies based on existing policies).
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Label Description

Select User Specify a particular user to which this policy applies
(outside of an already-specified group) OR designate a
particular user as Admin for this policy. (Administrators
can create child policies based on existing policies).

Permissions Add or edit permissions: Read, Write, Create, Admin,
Select/Deselect All.
Delegate Admin When a policy is assigned to a user or a group of users

those users become the delegated admin. The delegated
admin can update, delete the policies. It can also create
child policies based on the original policy (base policy).

Wild cards can be included in the resource path, in the database name, the table name,
or column name:

* * indicates zero or more occurrences of characters
* ?indicates a single character

4. Click Add.

5.2. Provide User Access to HBase Database
Tables from the Command Line

HBase provides the means to manage user access to HBase database tables directly from
the command line. The most commonly-used commands are:

* GRANT
Syntax: gr ant ' <user-or-group>', ' <permissions>' , ' <table>

For example, to create a policy that grants user1 read/write permission on the table
usertable, the commandisgrant 'userl','RW, 'usertabl e’

The syntax is the same for granting CREATE and ADMIN rights.
* REVOKE
Syntax: r evoke ' <user-or-group>','<usertable>'

For example, to revoke the read/write access of user1 to the table usertable, the
command isrevoke 'userl','usertable'

S Note

Unlike Hive, HBase has no specific revoke commands for each user privilege.
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5.3. Create an HDFS Policy

Through configuration, Apache Ranger enables both Ranger policies and HDFS permissions
to be checked for a user request. When the NameNode receives a user request, the Ranger
plugin checks for policies set through the Ranger Service Manager. If there are no policies,
the Ranger plugin checks for permissions set in HDFS.

We recommend that permissions be created at the Ranger Service Manager, and to have
restrictive permissions at the HDFS level.

To add a new policy to an existing HDFS service:

1. On the Service Manager page, select an existing service under HDFS.

[~ HDFS +
test-hdfi E
6401 _TEST hadoop @

The List of Policies page appears.
Ranger Uaccessmanager [ Audic & Settings &% admin

Service Manager Example-Servdce Policles

List of Policies : Example-Service

Q. Search for your palicy.. Add New Policy

Policy ID Policy Name Status Audit Logging Groups Users Action

Example Service-1-201 60211205602 [ Enabled Enabled [ adimin | el © |

2. Click Add New Policy.

Add New Policy

The Create Policy page appears.
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ﬂanggr UAccess Manager [ Audit @& Settings & admin

Create Policy

Policy Details

o iy Narme * m

Aaidit Logging, E

User and Group Permissions :

Delegate
Addmin

ermisshans -
Select Group Select User Permissicns

e

3. Complete the Create Policy page as follows:

Table 5.3. Policy Details

Field Description

Policy Name Enter a unique name for this policy. The name cannot be
duplicated anywhere in the system.

Resource Path Define the resource path for the policy folder/file. To
avoid the need to supply the full path OR to enable the
policy for al subfolders or files, you can either complete
this path using wildcards (for example, /home*) or
specify that the policy should be recursive. (See below.)

Description (Optional) Describe the purpose of the policy.
Audit Logging Specify whether this policy is audited. (De-select to
disable auditing).

Table 5.4. User and Group Permissions

Label Description

Select Group Specify the group to which this policy applies. To
designate the group as an Administrator for the chosen
resource, specify Admin permissions. (Administrators can
create child policies based on existing policies).

Select User Specify a particular user to which this policy applies
(outside of an already-specified group) OR designate a
particular user as Admin for this policy. (Administrators
can create child policies based on existing policies).

Permissions Add or edit permissions: Read, Write, Create, Admin,
Select/Deselect All.
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Label Description

Delegate Admin When a policy is assigned to a user or a group of users
those users become the delegated admin. The delegated
admin can update, delete the policies. It can also create
child policies based on the original policy (base policy).

Wild cards can be included in the resource path, in the database name, the table name,
or column name:

* * indicates zero or more occurrences of characters
* ?indicates a single character

4. Click Add.

e
5.4. Create a Hive Policy

To add a new policy to an existing Hive service:

1. On the Service Manager page, select an existing service under Hive.

= HIVE +

6401 TEST hive ||
The List of Policies page appears.

Ranger UaccessManager [ Audit @ Settings % admin

Service Manager Examnple-Service Policles

List of Policies : Example-Service

@, Saanch for your policy.. Add New Policy

Policy 1D Policy Name Status Audit Logging Groups Users Action

Example-Service-1-201 60211205602 [ Enabled Enabled [ admin | B

2. Click Add New Policy.

Add New Palicy

The Create Policy console appears.
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Ranger UaccessManager [ Audit & Settings ¥ admin
% chuidl_TEST hhwe Policies m
Create Policy
Palicy Detalls :
Policy Marrse *
Hive Database * m
e ¢|* L inchude &
addiedit permissions
Hissp Calumin * m
L sabincr
upiste
Descripiion Craae
Drop
Alver
A LS i
Lock
Usar and Group Permissions : All
| SelecniDeselect Al
Permissiorms Delegane
lact luct
Suluct Group Seluct Usar & Admain

Add Permisions b n

3. Complete the Create Policy page as follows:

Table 5.5. Policy Details

Field Description

Policy Name Enter an appropriate policy name. This name cannot be
duplicated across the system. This field is mandatory.

Hive Database Select the appropriate database. Multiple databases
can be selected for a particular policy. This field is
mandatory.

Table/UDF Drop-down To continue adding a table-based policy, keep Table
selected. To add a User Defined Function (UDF), select
UDF.

Hive Column For the selected database, select table(s) for which the
policy will be applicable.

Description (Optional) Describe the purpose of the policy.

Audit Logging Specify whether this policy is audited. (De-select to
disable auditing).

Table 5.6. User and Group Permissions

Label Description

Select Group Specify the group to which this policy applies. To
designate the group as an Administrator for the chosen
resource, specify Admin permissions. (Administrators can
create child policies based on existing policies).
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Label Description

Select User Specify a particular user to which this policy applies
(outside of an already-specified group) OR designate a
particular user as Admin for this policy. (Administrators
can create child policies based on existing policies).

Permissions Add or edit permissions: Read, Write, Create, Admin,
Select/Deselect All.

Delegate Admin When a policy is assigned to a user or a group of users
those users become the delegated admin. The delegated
admin can update, delete the policies. It can also create
child policies based on the original policy (base policy).

Wild cards can be included in the resource path, in the database name, the table name,
or column name:

* * indicates zero or more occurrences of characters
* ?indicates a single character

4. Click Add.

5.5. Provide User Access to Hive Database Tables
from the Command Line

Hive provides the means to manage user access to Hive database tables directly from the
command line. The most commonly-used commands are:

* GRANT
Syntax: gr ant <permissions> on t abl e <table> t 0 user <user or group>;
For example, to create a policy that grants user1 SELECT permission on the
table default-hivesmoke22074, the command is gr ant sel ect on table

def aul t. hi vesnoke22074 to user userl;

The syntax is the same for granting UPDATE, CREATE, DROP, ALTER, INDEX, LOCK, ALL
and ADMIN rights.

e REVOKE
Syntax: r evoke <permissions> on tabl e <table> from user <user or group>;
For example, to revoke the SELECT rights of user1 to the table default.hivesmoke22074,
the command isr evoke sel ect on table default. hivesnoke22074 from

user userl;

The syntax is the same for revoking UPDATE, CREATE, DROP, ALTER, INDEX, LOCK, ALL
and ADMIN rights.
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5.6. Create a Kafka Policy

To add a new policy to an existing Kafka service:

1. On the Service Manager page, select an existing service under Kafka.

= KAFKA

+
c6401 TEST kafka @

The List of Policies page appears.

Ranger UAccess Manager [0 Audit & Settings s admin

Example-Senvice Policies

List of Policies : Example-Service

9, Seanch for your palicy.. Add New Policy

Policy 1D Policy Name Status Audit Logging Groups Users Action

1 Example-Service-1-2016021 1205602  Erabiec IR Eruabied | [ admin el o |

2. Click Add New Policy.

Add MNew Policy

The Create Policy console appears.

Ranger UacssManager D Audit O Settings

Sorvicn Mlanapar % B4 TIST eafhs P
Create Pelicy
Palicy Details ;
Description
oo togprg QL
User and Groap Permissions :
FerTL Swlmct Group Smlact Uner Policy Candiion Farrminiony Delegace Abmin

Ak Conaition | & Agd Pevmistinee | & n

3. Complete the Create Policy page as follows:
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Table 5.7. Policy Details

Field Description

Policy Name Enter an appropriate policy name. This name cannot be
duplicated across the system. This field is mandatory.

Topic A topic is a category or feed name to which messages
are published.

Description (Optional) Describe the purpose of the policy.

Audit Logging Specify whether this policy is audited. (De-select to
disable auditing).

Table 5.8. User and Group Permissions

Label Description

Select Group Specify the group to which this policy applies. To
designate the group as an Administrator for the chosen
resource, specify Admin permissions. (Administrators can
create child policies based on existing policies).

Select User Specify a particular user to which this policy applies
(outside of an already-specified group) OR designate a
particular user as Admin for this policy. (Administrators
can create child policies based on existing policies).

Policy Conditions Specify IP address range,

Permissions Add or edit permissions: Read, Write, Create, Admin,
Select/Deselect All.

Delegate Admin When a policy is assigned to a user or a group of users

those users become the delegated admin. The delegated
admin can update, delete the policies. It can also create
child policies based on the original policy (base policy).

Wild cards can be included in the resource path, in the database name, the table name,
or column name:

* * indicates zero or more occurrences of characters
* ?indicates a single character

4. Click Add.

e
5.7. Create a Knox Policy

To add a new policy to an existing Knox service:

1. On the Service Manager page, select an existing service under Knox.

= KNOX +

6401 TEST knox @
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The List of Policies page appears.

Ranger Uaccessmanager [ Audit & Settings s admin
Example-Service Policles
List of Policies : Example-Service
Q. Saanch for your palicy..
Policy ID Policy Name Status Audit Logging Groups Users Action
13 Example-Service-1-201 60211205602 | Enabled  Enabled | [ admin | rlll = |
2. Click Add New Policy.
Add New Policy
The Create Policy console appears.
Ranggr DAccess Manager [ Audit & Settings & admin
[ S Manager > —co461TEST s Potces > Crena ol
Create Policy
Palicy Detalls :
Policy Mame * m
Krax Topology * m
Krax Serdce * m
Descriprian
Ausdit Logging ﬁ
User and Group Permissions
I Salect Group Select User l:rur:\:il::ns Permiizisns D:::::t
. =
=
3. Complete the Create Policy page as follows:
Table 5.9. Policy Details
Field Description
Policy Name Enter an appropriate policy name. This name cannot be
duplicated across the system. This field is mandatory.
Knox Topology Enter an appropriate Topology Name.
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Field

Description

Knox Service

Enter an appropriate Service Name.

Description

(Optional) Describe the purpose of the policy.

Audit Logging

Specify whether this policy is audited. (De-select to
disable auditing).

Table 5.10. User and Group Permissions

Label

Description

Select Group

Specify the group to which this policy applies. To
designate the group as an Administrator for the chosen
resource, specify Admin permissions. (Administrators can
create child policies based on existing policies).

Select User

Specify a particular user to which this policy applies
(outside of an already-specified group) OR designate a
particular user as Admin for this policy. (Administrators
can create child policies based on existing policies).

Policy Conditions

Specify IP address range,

Permissions

Add or edit permissions: Read, Write, Create, Admin,
Select/Deselect All.

Delegate Admin

When a policy is assigned to a user or a group of users
those users become the delegated admin. The delegated
admin can update, delete the policies. It can also create
child policies based on the original policy (base policy).

Since Knox does not provide a command line methodology for assigning privileges or
roles to users, the User and Group Permissions portion of the Knox Create Policy form is

especially important.

Wild cards can be included in the resource path, in the database name, the table name,

or column name:

* * indicates zero or more occurrences of characters

* ?indicates a single character

4. Click Add.

=
5.8. Create a Solr Policy

To add a new policy to an existing Solr service:

1. On the Service Manager page, select an existing service under Solr.

= SOLR

test-solr

The List of Policies page appears.
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Ral‘lger Uaccess Manager  [3 Audit & Settings s admin

Example-Senvice Policies

List of Policies : Example-Service

Policy 1D Policy Name Status Audit Logging Groups Users Action

1 Exampile-Serviee-1-2016021 1205602  Enabled  Enabled |  admin | el © |

2. Click Add New Policy.

Add MNew Policy

The Create Policy console appears.
Ranger DacesManager [ Asdit 0 Settings &y sorein

Creats Policy
Policy Details -
Fricy Kame * [ erutios
Lok Clbectinn [ inclusie §
T ripine
Aeachi Logging m
User and Group Permissions
Permsson Seleo Group Sabecr iser Folicy Comduisns Fermissions Delegate Admin
Add Comditions Ade Pgrrmipuians & n
e
3. Complete the Create Policy page as follows:
Table 5.11. Policy Details
Field Description
Policy Name Enter an appropriate policy name. This name cannot be
duplicated across the system. This field is mandatory.
Solr Collection http:host _i p:6083/solr
Description (Optional) Describe the purpose of the policy.
Audit Logging Specify whether this policy is audited. (De-select to
disable auditing).

Table 5.12. User and Group Permissions

Label Description
Select Group Specify the group to which this policy applies. To
designate the group as an Administrator for the chosen
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Label Description

resource, specify Admin permissions. (Administrators can
create child policies based on existing policies).

Select User Specify a particular user to which this policy applies
(outside of an already-specified group) OR designate a
particular user as Admin for this policy. (Administrators
can create child policies based on existing policies).

Policy Conditions Specify IP address range,

Permissions Add or edit permissions: Read, Write, Create, Admin,
Select/Deselect All.

Delegate Admin When a policy is assigned to a user or a group of users
those users become the delegated admin. The delegated
admin can update, delete the policies. It can also create
child policies based on the original policy (base policy).

Wild cards can be included in the resource path, in the database name, the table name,
or column name:

* * indicates zero or more occurrences of characters
* ?indicates a single character

4. Click Add.

e
5.9. Create a Storm Policy

To add a new policy to an existing Storm service:

1. On the Service Manager page, select an existing service under Storm.

= STORM

+

test-storm [ WO

The List of Policies page appears.
Ranger ©Daccessmanager [ Audit & Settings & admin

Service Manager Examnple-Service Policles

List of Policies : Example-Service

Q. Saanch for your policy. Add New Policy

Policy 1D Palicy Name Status Audit Logging Groups Users Actian

Example-Service-1-201 60211205602 | Enabled  Enabled |  admin | rlll = |

2. Click Add New Policy.

Add New Palicy
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The Create Policy console appears.
Ranger OacessManager [ Audit o Settings
| s Manager ) _iest e Pk Create Poky_

Craate Palicy

Palicy Details :
=X

Siorm Topslogy ®

wett Loggog (L

Uter arsd Group Permigiicns

PEITESEE Salwct Group Saiuck Lvar

3. Complete the Create Policy page as follows:

Table 5.13. Policy Details

Parminicns

o

Owlsgats Admin

Label

Description

Policy Name

Enter an appropriate policy name. This name is cannot
be duplicated across the system. This field is mandatory.

Storm Topology

Enter an appropriate Topology Name.

Description

(Optional) Describe the purpose of the policy.

Audit Logging

Specify whether this policy is audited. (De-select to
disable auditing).

Table 5.14. User and Group Permissions

Label

Description

Select Group

Specify the group to which this policy applies. To
designate the group as an Administrator for the chosen
resource, specify Admin permissions. (Administrators can
create child policies based on existing policies).

Select User Specify a particular user to which this policy applies
(outside of an already-specified group) OR designate a
particular user as Admin for this policy. (Administrators
can create child policies based on existing policies).

Permissions Add or edit permissions: Read, Write, Create, Admin,

Select/Deselect All.

Delegate Admin

When a policy is assigned to a user or a group of users
those users become the delegated admin. The delegated
admin can update, delete the policies. It can also create
child policies based on the original policy (base policy).
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Since Storm does not provide a command line methodology for assigning privileges or
roles to users, the User and Group Permissions portion of the Storm Create Policy form is

especially important.

Table 5.15. Knox User and Group Permissions

Actions

Description

File upload

Allows a user to upload files.

Get Nimbus Conf

Allows a user to access Nimbus configurations.

Get Cluster Info

Allows a user to get cluster information.

File Download

Allows a user to download files.

Kill Topology Allows a user to kill the topology.

Rebalance Allows a user to rebalance topologies.

Activate Allows a user to activate a topology.

Deactivate Allows a user to deactivate a topology.

Get Topology Conf Allows a user to access a topology configuration.
Get Topology Allows a user to access a topology.

Get User Topology

Allows a user to access a user topology.

Get Topology Info

Allows a user to access topology information.

Upload New Credential Allows a user to upload a new credential.

Admin Provides a user with delegated admin access.

Wild cards can be included in the resource path, in the database name, the table name,
or column name:

* * indicates zero or more occurrences of characters
* ?indicates a single character

4. Click Add.

e
5.10. Create a YARN Policy

To add a new policy to an existing YARN service:

1. On the Service Manager page, select an existing service under YARN.

= YARN +

6401 TEST varn &

The List of Policies page appears.
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Ral‘lger Uaccess Manager  [3 Audit & Settings s admin

Example-Senvice Policies

List of Policies : Example-Service

Policy 1D Policy Name Status Audit Logging Groups Users Action

1 Exampile-Serviee-1-2016021 1205602  Enabled  Enabled |  admin | el © |

2. Click Add New Policy.

Add MNew Policy

The Create Policy console appears.

Haﬂger DAccess Manasger [ Audit O Settings & admin

Servio Marager b 08408 TEST yorn Podaies 3 (Cowste Policy

Create Palicy
Policy Details :
Py hame * m
Goen® | recusie
e g,
Aeadli Logging m
User and Group Permissions !
Permsnsom Seleo Graup Salecn Liver Fermissiens Celegave Admin
Adel Perrmigisaen & n
+
] o |
3. Complete the Create Policy page as follows:
Table 5.16. Policy Details
Field Description
Policy Name Enter an appropriate policy name. This name cannot be
duplicated across the system. This field is mandatory.
Queue The fundamental unit of scheduling in yarn.
Recursive You can indicate whether all files or folders within the

existing folder comes under the policy. Can be used
instead of wildcard characters.

Description (Optional) Describe the purpose of the policy.
Audit Logging Specify whether this policy is audited. (De-select to
disable auditing).
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Table 5.17. User and Group Permissions

Label

Description

Select Group

Specify the group to which this policy applies. To
designate the group as an Administrator for the chosen
resource, specify Admin permissions. (Administrators can
create child policies based on existing policies).

Select User Specify a particular user to which this policy applies
(outside of an already-specified group) OR designate a
particular user as Admin for this policy. (Administrators
can create child policies based on existing policies).

Permissions Add or edit permissions: Read, Write, Create, Admin,

Select/Deselect All.

Delegate Admin

When a policy is assigned to a user or a group of users
those users become the delegated admin. The delegated
admin can update, delete the policies. It can also create
child policies based on the original policy (base policy).

Wild cards can be included in the resource path, in the database name, the table name,

or column name:

* * indicates zero or more occurrences of characters

* ?indicates a single character

4. Click Add.
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6. Users/Groups and Permissions
Administration

To examine the list of users and groups who can access the Ranger portal or its services,
click Settings>Users/Groups at the top of the Ranger Console.

# Settings

& Users/Groups
W

(Y Permissions

The User/sGroup view displays:

¢ Internal users who can log in to the Ranger portal; created by the Ranger console Service
Manager

¢ External users who can access services controlled by the Ranger portal; created at other
systems like Active Directory, LDAP or UNIX, and synched with those systems

¢ Admins who are the only users with permission to create users and create services, run
reports, and perform other administrative tasks. Admins can also create child policies
based on the original policy (base policy).

Ranger Uacesmansger [asit 0 Sentings W e

Users OURS
Group List

O Saareh e yous pasun

roup Nama o Source

[aG0EAA0
(BOGR0BAE

6.1. Add a User

To add a new user to the user list:

1. Click Settings>Users/Groups.
# Settings

& Users/Groups |
o

[ Permissions

The Users/Groups page appears.
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Ranger UacessManager [ Audit & Settings ¥ admin
EEETE
E eSS
Lisers Groups '
User List
& Saarch for your users.... ! Set Sratue - m A Mew User
User Name Email Address Rode User Souroe Groups Wisibility Status
Iestuer [ User | | External | -  Wistle | =
user00! =  Exiernal |  roupe |  Visiie  Enabied |
usert002 =  Exiernal | /= =  Enabied |
usert003 =  Exzerrai [ roupt =  Ensbled
user (004 lI:I m !;..Il E m
usertio0s user  External group [ [E—
ser006  user == = [ =
user D007 = | External | | groupon |  Wiaibie | Enabiles |
ser000R = | External | =0  Visde | | Enatiles |
— [ ser = =1 [ iskle| —
DD = | Extecnal | | growiptn |  vislide  Enabed |

2. Click Add New User .

The Ranger User Detail page appears.
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Ranger U Access Manager [ Audit € Settings & admin

User Detail

User Name *

New Password *
Password Confirm *
First Narme *

Last Mame

Email Address

Select Role * Admin

ar

Graup  Please select +

m

3. Add the appropriate user details, then click Save.

The user is immediately added to the list.

6.2. Edit a User

To edit a user:

1. Click Settings>Users/Groups.
# Settings

& Users/Groups

[ Permissions

The Users/Groups page opens to the Users tab.
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Hanger DAcoess Maneger [ At O Settings &

| ovenany - [ sseiem o |
Groep Nama Group Sowoe Vhibality
prouphl =1 =3
po—— == =3
2. Choose to edit yourself or another user:
Ranger UaccessManager [ Audit & Settings 5 admin
| UseruGrougs Edit your own profile ———»
Uisers Groups 0 Log Out
User List Edit a user profile
r Mame Email Address LI User Source Groups Visibility Status
| Acimin | | internal | | vinible  (nabied
= =  isible  [rabied |
=  Lnternal  groupdn [ Wisible  [rabled
= | External |  proupd  Wislble Erabled
| Livar |  atirnal |  groupd | £33 ==
=  Lxternal |  group  Wisible =
= | Eaternai |  groupdt  Wisibie =
= | Exzernal |  groupdi Wisible Erabled

* To edit another user: in the User Name column, select the user you wish to edit.

The User Detail page appears.

S Note

You can only fully edit internal users. For external users, you can only edit
the user role.
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| UsersiGroups ) _user e _g
User Detail
[ Basic infa &, Change Passward
User Hame * Wal
First Maime * Mal
Larst Marrw

Email Address

Select Role *

GACip

 Markoting | Ux | s

You can change everything except the User Name when editing an internal user.

User Detail

User Name *

First Mame

Last Mame

Email Address

Select Aole ®

Group

You can only change the user role when editing an external user.

userD001

uzerD001

userD00]

* To edit your user profile, click User nane>Profile.

@ Log Ous
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The User Profile page appears.
[ User Profie 4

User Profile

[ Basic Info 4, Change Password
First Mame * Admin
Last Mame ¥

Ernadl &ddress

Select Rale * Admin

3. Edit the appropriate details and click Save.

Save

6.3. Add a Group

To add a group:

1. Click Settings>Users/Groups.

# Settings

& Users/Groups |
o

[ Permissions

The Users/Groups page opens to the Users tab.
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Ranger UAccess Manager [ Audit @ Settings o admin
| Eousercrous |
[ Parmisdese
Users Groups
User List
User Name Email Address Rode User Souroe Groups Wisibility Status
Bilrmin | Admin | | Internal -  Wiaibile | Enabiles |
rangen e [ Acimin | [ Internal | -  vistde | | Enablesd |
restuser = | External | - =3 =
unerh001  user | | Externai | /e =3  Enabics
user002 = | Exuermal | [ proupti | =  Enabied |
userio03 =  External | = =  Ensbled
useri004 = | External =3  Visible  Enabied |
USrO005 = | External | | proup | =3 | Enatiles |
user 006 = | Externai | === =3 | Enabied |
user (007 = | External | | growpin |  Wiaibie | Enabiles |
userO00R = | External | | growpon |  Visde | | Enabilesd |
userO009 =3 = =1  Wisitide | | Enablesd |
usro10 = | Extecnal | | grospen |  viadtide | | Ensbied |
2. Click the Groups sub-tab.
Groups
The Groups page appears.
Hanger W Access Manager N A O Settings & s
| UsensGrous 3
Users [T
Group List
R s g - (e L rstion i |
Creeap Blama Croup Sawen Whikslity
Pl =3 =3
grosspit = st |
proapl =5 v
growpal == =
-~ = =
prospls =2 =
proupos = st
proupd? == e

3. Click Add New Group

Add Mew Group

The Group Create page appears.

54



Hortonworks Data Platform July 21, 2015

Ha"ger U Acopsd Marager [ Audlt O Settings
Users Groups

Group List

Wisibl

=3

[T
Ranggr Dhres Marager At O Semegs

9, Saarch fior your groups

Group Name Group Source

UseraGroups

Group Detail

iifili

Group Namne *

(DML 0N

4. Enter a unique name for the group, and an optional description, then click Save.

=3
6.4. Edit a Group

To edit a group:
1. Click Settings>Users/Groups.

£ Settings

& Users/Groups |
o

™ Permissions

The Users/Groups page opens to the Users tab.
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Ranger UAccess Manager [ Audit @ Settings o admin
| Eousercrous |
[ Permissions
Users Groups
User List
& Saarch for your users.... ! Set Sratue - m A Mew User
User Name Email Address Rode User Souroe Groups Wisibility Status
rangensersyrc | Admin | [ Internal | -  isthde | | Enablesd |
userb001 = | Exuernai  pronupt |  Visiie  Enabied |
user002 = | Exuermal | [ proupti | =  Enabied |
userio03 =  External | = =  Enaiied |
useri004 = | External =3  Visible  Enabied |
user000S = | Extermal | groupir | =3 | Enatiied |
user0006 = | Externai | [ proupe | =3 | Enabied |
user0007 [User] [ External — = [Enstie |
ser000R = | External | =0  Visde | | Enatiles |
userO009 = | Extmrnal | | prospen | [ initite | Enabiled |
0010 [l [Exarnal] = Ve | [Enebie
2. Click the Groups sub-tab.
Groups
The Groups page appears.
Ranger W Access Manager N A O Settings & s
| UsensGrous 3
Users [T
Group List
0 Saareh fof piur Qg J m m
- Croep Sswce wiuksliny
puable =3 | Vi |
p— ieaermad =
proapl =5 v
growpal == =
proapld ==3 (ot |
prospls =2 =
Eop0h =3 st
proupd? ircermal | it |

3. Select the group name you wish to edit.
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Ranger U Access Manager [ Audit  © Settings & admin
Users/Groups
Users Groups
Group List
Group Name Group Source Visibility
(ncernal (Visible
Eroupdi m m
Eroupoz  Internal |  Visible |
group03  Intarnal  Visible

4. The Group Edit page appears.

Group Detail

Group Mame * D

Description pubdic group

m

5. Edit the appropriate details, then click Save.

[ sme |
6.5. Add or Edit Permissions

To add or edit user or group:

1. Click Settings>Permissions.

& Users/Groups

The Users/Groups page opens to the Permissions page.

57



Hortonworks Data Platform

July 21, 2015

| rermsen J
Permistians
Parmisent Groupt Ly
S EFEETAETEAEE] - -
| sdwin | ramprrnaraps: | st ranger sdmin |
i ke
2. Click
g

beside the permission you wish to edit.

The Edit Permission page appears.
[ Permassom. p nevsenns

Edit Permilssion

Palicy Dataily

Mcsihe &

User ani Group Permissions ;

Satem Grawp Sabern User
SN | | TS
& sk range: admin
nyaTa
howe

o

3. Edit the necessary fields and click Save.

You can select multiple users and groups from the dropdown menus.

TR

H & RRS

58



Hortonworks Data Platform July 21, 2015

7. Reports Administration

The Reports module is used to manage the policies more efficiently as the number of

policies grow. The page lists all HDFS, HBase, Hive, YARN, Knox, Storm, Solr, and Kafka
policies.

You can edit policies from the Reports module by selecting the Policy ID.

HDFS

Puiacy bama - e - r.
A Pt 1T BERAZTIITM = = E—J
Ranger Cacessmeger Ao O Senings i amimin
N Polcy
iy Detail
a
&=
=
s (@
Lar and Group Parmeaicen ©
- Saiat rep Sasact vt Farmisiisra Dsiagace homir,
+ aire [T L roree 1S ] -
.

7.1. View Reports

To view reports on one or more policies, click Access Manager>Reports.

0 Acoess Manager [

B Ak o Bakad Pelahn
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Ranger vacesmanager 0 Audt o Setings ha admin

User Access Report

Reports

Search Criteria

Palicy Name
Resource
Search By Group = || Select Group .
HDFS
Policy 1D Policy Name Status Audit Logging Groups Users
1 test-hdfs-1-20160202213734  Enabled | | Enabled | | admin |
4 c6401_TEST_hadoop-1-201602022306.. [Eiied | Enabled |
HBASE
Policy ID Policy Name Status Audit Logging Groups Users
2 hbase-test-1-20160202224128  Enabied [ Enabled | [ admin |
3 €6401_TEST_hbase-1-20160202225055 ([T | Enabled |

7.2. Search Reports

You can search:
¢ Policy Name - The policy name assigned to the policy while creating it.
¢ Resource - The resource path used while creating the policy.

* Group, Username - The group and the users to which the policy is assigned.
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U Access Manager [ Audit € Settings

Ranger

Reports

Search Criteria

Policy Mame
Resource
Search By Group = || Select Group
HDFS
Policy 1D Policy Name Status
1 test-hdfs-1-201 60202213734  Enabled |
4 c6401_TEST_hadoop-1-201602022306...
HBASE
Policy ID Policy Name Status
2 hibase-test-1-20160202224128 =
3 €6401_TEST_hbase-1-20160202225055 ([T

Audit Logging Groups Users
Enabled [ admin
 Enabled

Audit Logging Groups Users
[ Enabled [ admin
 Enabled
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8. Auditing

To explore options for auditing policies in Ranger, click Audit in the top menu.

There are four tabs on the Audit page:
e Access [63]

e Admin [64]

¢ Login Sessions [65]

* Plugins [66]

3 Note

To access audit logs from the Ranger Audit Ul, enable
XAAUDIT.DB.IS_ENABLED in your Ranger plug-in configuration.

8.1. View Operation Details

To view details on a particular operation, click the Policy ID, Operation name, or Session ID.
Operation : update

Policy 1o: B Added | Deleted

Pelicy Nama | hbase-pest-1-201 680202224138
Repasitery Type @ hbase

Updated Date : 0262006 09:51:42 AM PST
Updated By : Mal

Policy Degails :

Fiekds Old Value Mew Value

table
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Operation : create

rolicy 10 : [EED

Policy Name ; New-Service-1-20180211205602

Repository Type :

Created Date : 0271172016 12:56:02 PM FST

Created By : Admin
Policy Detalls ;

Fiekds
Policy Mame
Policy Description

Policy Status

Users/Groups Permissions ;
Mew Value
Groups: sempty

Users: admin

New Value

Mew-Serdce-1-20160211 206602

Default Policy for Service: New-5Service

enabled

Ranger ©rciouange ff tunbome 4 ssakso

B Bonsch b yind il kg

CpaEn
U grofie pryssseed hamgrd w9
e gt
ooy trwmd A
U oot cpne ki

e e b
Py wpdsted Wt \
Ppicy e ST
e

Py updenmd i1

Py updsted 11

G R AMATON

P’y et S

Py sorchanwd A

8.2. Access

fasth Ty - T ey Siiake 1
Fatsaed [hamgr w I ] [ s chosns | Ll
e 3w DT Sl P =20 L]
Baymere e MO B Y P [ coieme | "
L s Fras a4 Sra kel P == -
U sderin, VORI AN P = L]
R ie addiran [ PR TS ST | el | E]
[— — [P [
Operation : update
Pelicy Hame : 11 Added || Daleted
Repoitony Type : Storm
Date : 11000014 OF-1T-06 PM IST mlﬂ'ed ualue
Updated By : sdmin
Wiser Perribidion
ey DHvalur W valug
L Adbmdss_ Submis Togology . K8 Topology  Sulbmis Togalagy, Fe Downdsad | Admin
Mew value

Provides Service activity data for all Policies that have Audit set to On. The default service
Policy is configured to log all user activity within the Service. This default policy does not
contain user and group access rules.

You can filter the data based on the following criteria:

Table 8.1. Search Criteria

Search Criteria

Description

Access Enforcer

Access enforcer indicates who made the decision to allow
or deny. In case of HDFS, the enforcer would XA (Ranger)
or Hadoop.
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Search Criteria

Description

Access Type Type of access user attempted (E.G., REVOKE, GRANT,
OPEN, USE).

Client IP IP address of the user system that tried to access the
resource.

Result Shows whether the operation was successfull or not.

Service Name

The name of the service that the user tried to access.

Service Type

The type of the service that the user tried to access.

Start Date, End Date

Filters results for a particular date range.

User

Name of the user which tried to access the resource.

T Adsdit

0 Semings

Ranger Dhoes Manager

ADESE Aajrmary Lo Sestiong.
Policy ID Ivanrt Tima ™ U

< s BS54 P bicie
0 5 P hiune

i

i

2l hine

AT hive

B R P v

AT an b

8.3. Admin

Pl
2z Updated Tire - DL O
Al

M ( Type Friource Rame Azpes Type [Ty Arcens Infercer [« *STT ] Ryt Coart
s " n— [ .o [— >
hbans

ey
o miak e == g

— g = egw

hhasa

e e P | 1o [R——— 114289

by

bt ™ o = 1 £

g sk E= g

-

. = g

-

_L__‘”"” SR SR AL LD DRCLTE = haeoxeas

The Admin tab contains all events for the HDP Security Administration Web Ul, including
Service, Service Manager, Log in, etc. (actions like create, update, delete, password
change).

“al‘lger [ Acoess Marager T Ay © Sestings. ﬁ admin
ATESS dadimin LOgN SESSONE P
& Saarch for pour sccm og
Last Updasted For : TR ) O
Cperaton Audit Typa o Durtm | PST )™ Acticns Sawnon id

Pty uflited Ribase D1 FMEAIIII 21 R Folcy g ARBETITE (RS A { vprdate |
Pakcy updated Dusmple- Sarvice- 1 218021 THAMT Funger Folcy sirrer L FEE 12 P  xsdare |
Service upeiatd Txsmple Sendce Fanger Sanvice azimar T 12 it |
Pty Creted By Sarvkn-1-20 VIO 1 12698032 Bagey Pulay #lrree O AR | 2Rl | creats |
Service created W Saavice Fanger Service P N0 125000 P | creats | 534
Py pedates hbsssnem. 1 81MAPEIR1 Egger Fodicy o TV 1ETT A5 AR ot |
U upedated Wal #rren U R 1 0t A [ updain | £l
Growp created U P YN0 10T AR | crmats | S34L1
Pkt Cri i RISt S0 1RCE BE16T 8 7ave TG (0T A0 M vrnain |

- S A VLA —

You can filter the data based on the following criteria:
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Table 8.2. Search Criteria

Search Criteria

Description

Action

These are operations performed on resources (actions like
create, update, delete, password change).

Audit Type

There are three values Resource,asset and xa user
according to operations performed on Service,policy and
users.

End Date

Login time and date is stored for each session. A date
range is used to filter the results for that particular date
range.

Session ID

The session count increments each time you try to login to
the system

Start Date

Login time and date is stored for each session. A date
range is used to filter the results for that particular date
range.

User

Username who has performed create,update,delete
operation.

8.4. Login Sessions

The Login Sessions tab logs the information related to the sessions for each login.

You can filter the data based on the following criteria:

Table 8.3. Search Criteria

Search Criteria

Description

Login ID The username through which someone logs in to the
system.
Session-id The session count increments each time the user tries to

log into the system.

Start Date, End Date

Specifies that results should be filtered based on a
particular start date and end date.

Login Type The mode through which the user tries to login (by
entering username and password).

IP The IP address of the system through which the user
logged in.

User Agent The login time and date for each session.

Login time Logs whether or not the login was successful. Possible

results can be Success, Wrong Password, Account Disabled,
Locked, Password Expired or User Not Found.
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Ranger UAccess Manager [ Audit & Settings s admin

ACCESS Admin Login Sessions Plugins

0 Search for your login Sessions

Last Updatea Time : [EEEARESETD) | ©

Session Id = Login id Rasult Login Type P Usaer Agent Login Time [ PST )
amb_ranger_admin UsernamePassword 19216864000  Python-urlit/26 02092006 12:50:32 PM
admin EE]  usernameifassword 19216864101 Python-udibi26 02/09/2016 12:50:32 PM

52327 admin EEE username/Passwedd 19216864001 Pythan-uiiti26 022016 12:50:32 PM

521326 agmin EE]  usernamedfassword  192.168.64.1 Mazilla/s.0 (Macintosh; inted . D2A0W2016 12:3%38 PM

52325 amb_ranger_admin  [Eloes] Usemame/Password  192.168.64.100 022006 1S0:32 AM

52324 admin ETTT  username/Password | 192.168.64.100 OZAOH2016 10:50:32 AM

52323 admin EE  usemameiassword  192.168.84.100 OZARZ016 10:50:32 AM

57322 T ET0  usernameiassword  192.168.64,101 DZNIS2006 TR21:22 AM

52321 FANEETUSRISyNG ETm1  usernameiPassword  162.168.64,1010 ORSIR006 10:21:21 AM
ANEerESerSynG EE=0  usernameiassword 19216884101 Javalt,8.0_80 DRSS 12121 AM
FANEETESErSynG ET=  usemamefassword 19216864101 Javalt, 8,0 60 QRAOG2006 1e21:21 AM

8.5. Plugins

This tab shows the upload history of the Security Agents.This module displays all of the
services exported from the system.You can filter the data based on the following criteria:

Table 8.4. Agents Search Criteria

Search Criteria Description

Plugin IP IP Address of the agent that tried to export the service.

Plugin ID Name of the agent that tried to export the service.

HTTP Response Code The HTTP code returned when trying to export the service.

Start Date, End Date Export time and date is stored for each agent. A date
range is used to filter the results for that particular date
range.

Service Name The service name we are trying to export.
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9. Special Requirements for High
Availability Environments

Special Requirements for High Availability Environments In a HA environment, primary and
secondary NameNodes must be configured as described in the HDP System Administration
Guide.

To enable Ranger in the HDFS HA environment, the HDFS plugin must be set up in each
NameNode, and then pointed to the same HDFS service set up in the Security Manager.
Any policies created within that HDFS service are automatically synchronized to the primary
and secondary NameNodes through the installed Apache Ranger plugin. That way, if the
primary NameNode fails, the secondary namenode takes over and the Ranger plugin at
that NameNode begins to enforce the same policies for access control.

When creating the service, you must include the f s. def aul t . name property must be
set to the full hostname of the primary NameNode. If the primary NameNode fails during
policy creation, you can then temporarily use the f s. def aul t . nane of the secondary
NameNode in the service details to enable directory lookup for policy creation.

If, while the primary node is down, you wish to create new policies, there is a slight
difference in user experience when specifying the resource path. If everything is normal,
this is a drop-down menu with selectable paths; however, if your cluster is running from the
familover node, there will be no drop-down menu, and you will need to manually enter the
path.

Primary NameNode failure does not affect the actual policy enforcement. In this setup for
HA, access control is enforced during primary NameNode failure, by the Ranger plugs at
the secondary NameNodes.
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10. Adding a New Component to Apache
Ranger

This document provides a general description of how to add a new component to Apache
Ranger.

Apache Ranger has three main components:
* Admin Tool - Provides web interface & REST APl for managing security policies

* Custom Authorization Module for components — Provides custom authorization within
the (Hadoop) component to enforce the policies defined in Admin Tool

» UserGroup synchronizer — Enables the user/group information in Apache Ranger
to synchronize with the Enterprise user/group information stored in LDAP or Active
directory.

For supporting new component authorization using Apache Ranger, the component details
needs to be added to Apache Ranger as follows:

* Add component details to the Admin Tool
» Develop a custom authorization module for the new component
Adding Component Details to the Admin Tool

The Apache Ranger Admin tool supports policy management via both a web interface (Ul)
and support for (public) REST API. In order to support a new component in both the Ul and
the Server, the Admin Tool needs to be modified.

Required Ul changes to support the new component:
1. Add a new component template to the Access Manager page (console home page):

Show new component on the Access Manager page i.e home pagel[#!/policymanager].
Apache Ranger needs to add table template to Service Manager page and make
changes in corresponding JS files. Ranger also needs to create a new service type enum
to distinguish the component for which the service/policy is created/updated.

For example: Add a table template to PolicyManagerLayout_tmpl.html file to

view the new component on the Access Manager page and make changes in the
PolicyManagerLayout.js file related to the new componen, such as passing knox service
collection data to the PolicyManagerLayout_tmpl template. Also create a new service
type enum (for example, ASSET_KNOX) in the XAEnums.js file.

2. Add new configuration information to the Service Form:

Add new configuration fields to Service Form [AssetForm.js] as per new component
configuration information. This will cause the display of new configuration fields in
the corresponding service Create/Update page. Please note that the AssetForm.js is a
common file for every component to create/update the service.
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For example: Add new field(configuration) information to AssetForm.js and
AssetForm_tmpl.js.

3. Add a new Policy Listing page:

Add a new policy listing page for the new component in the View Policy list. For
example: Create a new KnoxTableLayout.js file and add JS-related changes as per the old
component[HiveTableLayout.js] to the View Policy listing. Also create a template page,
KnoxTableLayout_tmpl.html.

4. Add a new Policy Create/Update page:

Add a Policy Create/Update page for the new component. Also add a policy form JS file
and its template to handle all policy form-related actions for the new component. For
example: Create a new KnoxPolicyCreate.js file for Create/Update Knox Policy. Create a
KnoxPolicyForm.js file to add knox policy fields information. Also create a corresponding
KnoxPolicyForm_tmpl.html template.

5. Other file changes, as needed:

Make changes in existing common files as per our new component like Router.js,
Controller.js, XAUtils.js, FormlnputList.js, UserPermissionList.js, XAEnumes.js, etc.

Required server changes for the new component:

Let's assume that Apache Ranger has three components supported in their portal and we
want to introduce one new component, Knox:

1. Create New Service Type

If Apache Ranger is introducing new component i.e Knox, then they will add one new
service type for knox. i.e serviceType = "Knox". On the basis of service type, while
creating/updating service/policy, Apache Ranger will distinguish for which component
this service/policy is created/updated.

2. Add new required parameters in existig objects and populate objects

For Policy Creation/Update of any component (i.e HDFS, Hive, Hbase), Apache Ranger
uses only one common object, “VXPolicy.” The same goes for the Service Creation/
Update of any component: Apache Ranger uses only one common object “VXService."
As Apache Ranger has three components, it will have all the required parameters of

all of those three components in *VXPolicy/VXService.” But for Knox, Apache Ranger
requires some different parameters which are not there in previous components. Thus, it
will add only required parameters into *VXPolicy/VXService™ object. When a user sends
a request to the Knox create/update policy, they will only send the parameters that are
required for Knox to create/update the VXPolicy object.

After adding new parameters into VXPolixy/VXService, Apache Ranger populates the
newly-added parameters in corresponding services, so that it can map those objects with
Entity Object.

3. Add newly-added fields (into database table) related parameters into entity object and
populate them
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As Apache Ranger is using JPA-EclipseLink for database mapping into java, it is necessary
to update the Entity object. For example, if for Knox policy Apache Ranger has added
two new fields (" topology™ and “service™) into db table “x_resource’, it will also have to
update the entity object of table (i.e *XXResource "), since it is altering table structure.

After updating the entity object Apache Ranger will populate newly-added parameters
in corresponding services (i.e XResourceService), so that it can communicate with the
client using the updated entity object.

4. Change middleware code business logic

After adding and populating newly required parameters for new component, Apache
Ranger will have to write business logic into file * AssetMgr”, where it may also need

to do some minor changes. For example, if it wants to create a default policy while
creating the Service, then on the basis of serviceType, Apache Ranger will create one
default policy for the given service. Everything else will work fine, as it is common for all
components.

Required database changes for the new component:

For service and policy management, Apache Ranger includes the following tables:
» x_asset (for service)

» x_resource (for service)

As written above, if Apache Ranger is introducing new component then it is not required to
create individual table in database for each component. Apache Ranger has common tables
for all components.

If Apache Ranger has three components and wants to introduce a fourth one, then it

will add required fields into these two tables and will map accordingly with java object.

For example, for Knox, Apache Ranger will add two fields (" topology", "service’) into
“x_resource . After this, it will be able to perform CRUD operation of policy and service for
our new component, and also for previous components.
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11. Developing a Custom Authorization
Module

In the Hadoop ecosystem, each component (i.e., Hive, HBase) has its own authorization
implementation and ability to plug in a custom authorization module. To implement the
centralized authorization and audit feature for a component, the component should
support a customizable (or pluggable) authorization module.

The custom component Authorization Plugin should do the following:
* Provide authorization based on Policies defined in Policy Admin Tool
* Provide audit information based on the authorization decisions
Implementing Custom Component Authorization

To implement the custom component authorization plugin, the Ranger common agent
framework provides the following functionalities:

* Ability to read all policies from Policy Manager for a given repository-id
* Ability to log audit information
When the custom authorization module is initialized, the module should do the following:

1. Initiate a REST API call to the “Policy Admin Tool"” to retrieve all policies associated with
the specific component.

2. Once the policies are available, it should:
* be built into a custom data structure for enabling the authorization module.

* kick off the policy updater thread to refresh policies from “Policy Admin Tool” at a
regular interval.

When the custom authorization module is called to perform authorization of a component
action (such as READ action) on a specific component resource (such as /app folder), the
authorization module will:

* Identify authorization decision - For each policy:policyList:
* If (resource in policy <match> auth-requested-resource)
* If (action-in-policy <match>action-requested

¢ If (current-user or current-user-groups or public-group <allowed> for the policy), Return
access-allowed

* Identify auditing needs - For each policy:policyList

* If (resource in policy <match> auth-requested-resource), return policy.isAuditEnabled()
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